PCI DSS
FOR LARGE
ORGANIZATIONS

IDENTIFY ROLES AND
RESPONSIBILITIES

Determining roles, responsibility, and
ownership within multiple business
units is a vital step in the effective
management of PCI DSS controls.

RECORD PAYMENT
CHANNELS

Large organizations often have multiple
payment channels—for example, card-
present channels, ecommerce websites,
and call centers.

INFORM STAKEHOLDERS

Many stakeholders outside IT
organizations can have difficulty
understanding and retaining the PCI
DSS knowledge relevant for their role.

TRAIN RELEVANT STAFF

Organizations with diverse functions and
skill levels across its staff may need to create
multiple versions of PCI DSS training that
are tailored to each skill level and function.

CONSIDER REGULATION

Larger organizations are likely to be
subject to several regulations, such as the
General Data Protection Regulation
(GDPR), or local privacy laws such as the
California Consumer Privacy Act (CCPA).




